
 

 

1  Release Notes 
 

Milestone XProtect® Device Pack 11.2a  
 

It is with great pleasure that Milestone Systems as of November 5th, 2020 is shipping the newly added 

support for devices to our Device Packs.  

Device Compatibility Overview 

This release note lists the changes in Device Pack 11.2 that are supported in the following VMS versions: 

 

• XProtect Corporate   2017 - 2020 

• XProtect Expert  2017 – 2020 

• XProtect Professional+  2017 - 2020 

• XProtect Express+  2017 - 2020 

• XProtect Essential+  2017 - 2020 

 

For Husky M50A, M500A, M550A and the Husky X-series (X2 and X8 model) NVRs, the changes are 

supported according to the VMS software version installed. 

For more information on the availability and support on the different VMS versions, please check our 

Product Lifecycle webpage. 

NOTES 

 

Please note, that installation of DP 10.0 and higher requires .Net 4.7 to be installed first (for details and 

alternative options, please refer to Milestone Knowledge Base). 

 

Please note there are special requirements for the support of the following functionalities: 

 

Functionality Version required 

Audio  

XProtect Corporate 2.0a or above Multi-streams 

Pre-alarms 

H.264 XProtect Corporate 2.0b or above 

Interlaced field-encoded H.264 XProtect Corporate 4.1a or above 

GOP XProtect Corporate 5.0a or above 

H.265 XProtect Corporate 10.2b or above 

https://www.milestonesys.com/support/resources/product-lifecycle
https://supportcommunity.milestonesys.com/s/article/Device-Pack-10-requires-NET-47?language=en_US
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Device Pack Updates 

 

New firmware support for devices for the following partners: 

• FLIR Systems 

• Hanwha Techwin 

• Mobotix 

• Vivotek 

 

Additional support for specific features for the following partners and drivers: 

• Axis  

Implemented support for Axis S3008 Recorder 

(see details for the integration in Axis Remarks section)    

section  

• Hanwha 

Implementation of Face Mask Detection for Hanwha 4K AI devices 

Enabled SRTP for Hanwha Driver 

 

New device support for: 

3S Pocketnet Technology Inc. 

     N9098-RS 

 

ACTI 

A1D-505-S2.04.04-AC, A1D-505-S2.04.04-AC, IPC_D1202-B0007P10D1904C40, IPC_D1202-

B0007P10D1904C40, IPC_D1202-B0007P10D1904C40, IPC_D1202-B0007P10D1904C40, A1D-505-

S2.04.01, A1D-505-S2.04.01, A1D-505-S2.04.04-AC, A1D-505-S2.04.04-AC   

 

Axis 

P8815-2, P3248-LVE, P3248-LV, P3247-LVE, P3247-LV, P3715-PLVE, P1455-LE 

 

Cita Solutions 

CI-BOLZI-2000-I, CI-DVLZI-2000-I 

Dahua 

DH-XVR1B08, DH-XVR1B04H, DH-XVR4108C-X1, DH-XVR4108HS-X1, DH-XVR5104C-X1, DH-

XVR5104HS-X1, DH-XVR5104H-X1, DH-XVR5104HE-X1, DH-XVR5104H-X-4P, DH-SD5A825-HNR-YA, DH-

SD49225XA-HNR, DH-SD6AE233XA-HNR, DH-SD59232XA-HNR, DH-SD5A225XA-HNR, DH-SDT5X225-
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2F-WA-0600, DH-PTZ85260-HNF-WA, DH-PTZ85260-HNF-WA-FL, DH-TPC-PT8620A-TB, DH-TPC-

PT8620M-TB, DH-TPC-PT8420A-TB, DH-TPC-PT8420M-TB, DH-TPC-PT8620M-B, DH-TPC-PT8420M-B, 

DH-TPC-BF1241, DH-TPC-DF1241, DH-PSDW8842ML-A180, DH-IPC-PFW83242-A180, DH-IPC-

HDW8341X-3D-S2, DH-IPC-HDW8341X-BV-3D, DH-IPC-HFW7842H-Z4, DH-IPC-HDBW7842H-Z4, DH-

IPC-HDBW5242H-ZE-MF, DH-IPC-HDBW5242H-ZHE-MF, DH-IPC-HDBW5242H-Z6E-MF, DH-IPC-

HDBW5442H-ZE, DH-IPC-HDBW5442H-ZHE, DH-IPC-HDBW5442H-Z4E, DH-IPC-HFW5242H-ZE-MF, 

DH-IPC-HFW5242H-ZHE-MF, DH-IPC-HFW5242H-Z6E-MF, DH-IPC-HFW5442H-ZE, DH-IPC-HFW5442H-

ZHE, DH-IPC-HFW5442H-Z4E, DH-IPC-HDW5241T-ZE, DH-IPC-HDW5242T-ZE-MF, DH-IPC-HDW5442T-

ZE, DH-IPC-HDW5541T-ZE, DH-XVR5104HE-I2, DH-XVR5104H-I2, DH-XVR5104HS-I2, DH-XVR5104HE-

4KL-I2, DH-XVR5104H-4KL-I2, DH-XVR5104HS-4KL-I2, DH-XVR5108HE-I2, DH-XVR5108H-I2, DH-

XVR5108HS-I2, DH-XVR7104HE-4K-I2, DH-XVR7104H-4K-I2, DH-XVR5208A-4KL-I2, DH-XVR5208AN-

4KL-I2, DH-XVR5108HE-4KL-I2, DH-XVR5108H-4KL-I2, DH-XVR5108HS-4KL-I2, DH-XVR5216A-I2, DH-

XVR5216AN-I2, DH-XVR5116HE-I2, DH-XVR5116H-I2, DH-XVR5116HS-I2, DH-XVR7208A-4K-I2, DH-

XVR7108HE-4K-I2, DH-XVR7108H-4K-I2, DH-XVR5216A-4KL-I2, DH-XVR5216AN-4KL-I2, DH-

XVR5116HE-4KL-I2, DH-XVR5116H-4KL-I2, DH-XVR5232AN-I2, DHI-NVR2104-I, DHI-NVR2104-P-I, DHI-

NVR2104HS-I, DHI-NVR2108-I, DHI-NVR2108-8P-I, DHI-NVR2108HS-I, DHI-NVR2108HS-8P-I, DHI-

NVR2116-I, DHI-NVR2116HS-I, DHI-NVR2104HS-P-I, DHI-NVR2204-I, DHI-NVR2204-P-I, DHI-NVR2208-I, 

DHI-NVR2208-8P-I, DHI-NVR2216-I, DHI-NVR2216-16P-I, DH-SD50432XA-HNR, DH-SD52C432XA-HNR, 

DH-SD5A432XA-HNR, DH-SD5A232XA-HNR, DH-SD50232XA-HNR, DH-SD52C232XA-HNR, DH-

SD6AL433XA-HNR, DH-SD6AE433XA-HNR, DH-PTZ85848-HNF-WA, DH-PTZ85448-HNF-WA, DH-

PTZ85848-HNF-WA-FL, DH-PTZ85448-HNF-WA-FL, DH-SD10A260WA-HNF, DH-SD8A250WA-HNF, DH-

IPC-HDW3249HP-AS-PV, DH-IPC-HDW3449HP-AS-PV, DH-IPC-HDW3549HN-AS-PV, DH-IPC-

HFW3249T1N-AS-PV, DH-IPC-HFW3449T1P-AS-PV, DH-IPC-HFW3549T1P-AS-PV, IPC-K22P-imou, IPC-

K42P-imou, IPC-K22AP-imou, IPC-K42AP-imou 

FLIR Systems 

CP-6408-31-I, DX-306, DX-312, DX-324, DX-350, DX-612, DX-624, DX-650 

Hanwha Techwin 

XNP-9300RW, XNP-8300RW, XNP-6400RW, XNP-6321, XNP-6321H 

HikVision 

DS-2XM6726FWD-I, DS-2XM6726FWD-IS, DS-2XM6726FWD-ISM, DS-2XM6726FWD-IM/ND, DS-

2XM6736FWD-I, DS-2XM6736FWD-IS, DS-2XM6736FWD-ISM, DS-2XM6736FWD-IM/ND, DS-

2XM6756FWD-I, DS-2XM6756FWD-IS, DS-2XM6756FWD-ISM, DS-2XM6756FWD-IM/ND, DS-

2CD2165G0-I, DS-2CD2765G1-IZS, iDS-2CD7A46G0-IZHSY, iDS-2CD7546G0-IZHSY, DS-MH2211/32G, 

DS-MH2311/32G/GPS, DS-MH2311/32G/GLE, iDS-2CD7046G0/E-IHSY, DS-2CD2T65G1-I5, DS-

2CD2T65G1-I8, DS-2CD2765G1-IZ, DS-2CD2665G1-IZS, DS-2CD2065G1-I, DS-2CD2665G1-IZ, DS-

2CD2765G0-IZS, DS-2CD2665G0-IZS, DS-2CD2165G0-IS  

Honeywell 

HDZ402LIK, HDZ402LIW, HDZ404LIK, HDZ404LIW, HDZ408LIK, HDZ408LIW 

Huawei 

M3250-10-EI, C6650-10-Z33, C2120-I, C2121-I(1), M1241-10-Q-FA(1), M2120-10-EBIn, M3221-10-EI, 
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M2120-10-EI(7-35mm), M2121-10-EI(8-32mm), M3220-10-EI, M2121-10-EI, M2120-10-EI, C6620-10-

Z33, C3221-10-I, M2141-10-EGI, M6681-10-Fb-Z23, M2150-10-EGI, C2150-I  

IC Real time Security Solutions 

 IPEL-M40F-IRW1, IPMX-B20F-IRW2, IPMX-E20F-IRw2, IPMX-D20F-IRW2, IPMX-W20F-IRW2 

IDIS 

 DC-S3583HRX, DC-S3883HRX, DC-D4223RX, DC-D4223WRX, DC-D4233RX, DC-D4233WRX, DC-

D4233HRX, DC-T4233WRX, DC-T4233HRX, DC-Y3C14WRX, DC-Y8C13WRX, DC-T6233HRX 

Interlogix 

TVB-5711, TVB-5712, TVB-5713, TVB-5714, TVB-5715, TVB-5716, TVB-5717, TVC-5711, TVC-5712, TVC-

5713, TVC-5714, TVD-5711, TVD-5712, TVD-5713, TVD-5714, TVD-5715, TVD-5716, TVD-5717, TVD-

5718, TVD-5719, TVD-5720, TVD-5721  

Oncam Grandeye 

C-12_Indoor, C-12_Outdoor 

Uniview 

IPC3234SA-DZK 

Vicon Industries Inc 

 V2002D-W313MIR, V2002D-W28IR, V2002B-W313MIR 

Vivotek 

CC9380-HV, MD9561-DH, IP9165-LPCTW 

 

ADDITIONAL REMARKS 

 

Replace Hardware Remarks: 

Be aware that after using Replace Hardware and changing the license, the license should always be 

checked to verify that it is activated. 

4K Remarks: 

Due to the nature of 4K and the high resolution at high frame rates, this will increase the demand for high 

performing network, CPU, graphic adaptors and monitors. Unless all components in the hardware 

infrastructure is prepared for a high load, there might be limitations seen as latency, stutter etc. 

 

4K - Recommended XProtect version 2016 or newer, supporting HW accelerated decoding using the GPU 

 

ONVIF upgrade from DP 6.2 or earlier remarks: 

After upgrade, some ONVIF devices might not work. The new version of ONVIF now only shows features 

that a responding correctly through the ONVIF interface. Since XProtect Corporate does not allow things 
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like e.g. Audio, Input or similar to be removed, the ONVIF device will not be upgraded properly and hence 

not work. A work-around is to do replace hardware. 

 

After upgrade Video Stream 1 and 2 might not correctly reflect the actual settings on those profiles. This 

is due to the ONVIF driver only used to have two video streams, where you selected a profile, where it now 

will have a video stream for each profile. XProtect Corporate “copies” the settings for each video stream 

when the driver is upgraded, so if Video Stream 1 or 2 did not have the correct profile that is now mapped 

to the stream it will show the same settings as before the upgrade even though the mapped profile might 

actually have other settings. The streams should work with the new settings unless some of these are not 

supported on the profile. 

 

Some settings might be missing because the driver now only looks for the different type of settings in the 

places they should be according to standard. 

 

Some features might not work any longer because the driver now only looks for the features and 

corresponding settings in the places and in the format, they should have according to the standard. 

 

Profile names might get changed after the upgrade because we now use the names given by the device 

for the profiles. These will not always correspond to what was previously used. 

 

Axis Remarks: 

Axis S3008 Recorder integration  

Axis S3008 Recorder is used as an external storage for camera devices added to Milestone VMS.  

It is not added as a separate hardware device.   

The cameras should be connected to Axis Recorder and properly set in Management client in order to 

retrieve the recordings. 

 

Setup steps: 

1. Connect the Axis S3008 Recorder to your device network 

2. Define username and password for the Recorder 

3. Configure all camera devices that will use this recorder as external storage to use the same 

credentials 

4. Add the camera devices in XProtect  

5. For each device make the next settings in Management client: 

- Add the Axis Recorder IP address in Settings tab > General settings > "Recorder address"  

- Select the preferred stream used for recording from the drop-down menu in Settings tab > 

Stream number section > "Recorder stream index" field 

- Field “Recorder retention time (hours)" can be used to modify the desired retention time in 

hours, per channel 

 

There are the following known limitations: 

- Credentials of the Axis Recorder and camera devices connected to it must be the same 

- The camera devices can use only the default ports (80 or 443) 
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- Error handling is still not implemented fully 

- If a device connected to Axis Recorder is removed from Management Client, the recording 

from this device to Axis Recorder is not removed too 

 

                    

The Axis M, P and Q drivers (except P8221) have been replaced with four new dynamic drivers that also 

supports the new Axis Events handling. This means that all new devices added to a system will 

automatically be detected on one of the new drivers. 

Note: If your devices are using firmware 5.20 or lower then Events and I/O will not work with the new 

drivers. You should either upgrade to a newer firmware or manually select the driver to add the device. 

Be aware if you add the device manually and later upgrade the firmware you will need to do a Replace 

Hardware to change to the new driver. 

 

Note: Before Replacing Hardware to only change the driver and not the hardware please contact  

Support on how to do this correctly. 

 

AVHS: Due to a limitation in the firmware only 9 socket connections can be open on an AVHS device at 

any time. JPEG video streams, Audio In streams, Audio Out and Output streams use 1 socket connection 

each. H.264 video streams, Events, Inputs and Edge Storage use 2 connections each. This also means that 

when upgrading from a previous Device Pack to 7.3 all Channels should be disabled before the upgrade. 

 

AVHS: Audio Out does not work properly with firmware before 5.50 when running the 2013 or older 

versions. To get Audio Out to work in the 2013 or older versions with a firmware before 5.50 you need to 

either enable anonymous login or disable all authentication on the device. Audio Out will work with 

firmwares before 5.50 on the new 2014 versions. 

 

 

 

 

Bosch remarks: 

For Bosch devices with FW 6.60 and above, adding might fail, if you use Auto Discovery method and have 

more than 3 unsuccessful tries with incorrect credentials. To avoid that, we recommend manually add 

these Bosch devices with correct credentials. For details please refer to: 

https://supportcommunity.milestonesys.com/s/article/unable-to-add-device-with-any-driver-even-if-the-

correct-password-is-in-the-list?language=en_US 

 

Hikvision remarks: 

Due to the new security policy introduced by Hikvision with the 5.3.x baseline firmware, adding Hikvision 

cameras may cause temporary lockout of devices, even if the correct username and password have been 

predefined. This can be avoided by disabling the ‘Enable Illegal Login Lock’ option on the camera’s 

webpage, if it is available in the firmware. 

 

Firmware versions supporting the ‘Enable Illegal Login Lock’: 

https://supportcommunity.milestonesys.com/s/article/unable-to-add-device-with-any-driver-even-if-the-correct-password-is-in-the-list?language=en_US
https://supportcommunity.milestonesys.com/s/article/unable-to-add-device-with-any-driver-even-if-the-correct-password-is-in-the-list?language=en_US
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v5.3.8 build 150722 

v5.3.0 build 150513 

v5.3.8 build 151224 

v5.3.10 build 150917 

 

Firmware versions without the ‘Enable Illegal Login Lock’: 

 

v5.3.8 build 150707 

v5.3.9 build 150910 

 

Recommended installation steps: 

 

For devices that have the ability to control the Illegal Login Lock:  

 

It is recommended to disable the Illegal Login Lock from camera’s web page prior adding the device to 

XProtect software. 

Enabling it afterwards will not affect the functionality of this camera. 

 

If disabling this feature is not an option please mind the following: 

1. Avoid using express scan. If this is not an option please specify the username and password on top of 

the credentials’ list. 

2. When using IP range don’t define more than 1 password and username. 

3. If you need to add a lot of cameras with different credentials it is recommended using CSV file method. 

4. Use manual add method (auto discovery). 

 

For devices without Illegal Login Lock control in their webpage:  

 

5. Avoid using express scan. If this is not an option please specify the username and password on top of 

the credentials’ list. 

6. When using IP range don’t define more than 1 password and username. 

7. If you need to add a lot of cameras with different credentials it is recommended using CSV file method. 

8. Use manual add method (auto discovery). 

 

Using firmware 5.5.0 and later versions 

With firmware 5.5.0 Onvif will no longer be enabled by default.  

To enabled it, you need to use the Hikvision’s tool which is found on their webpage or do it directly on the 

cameras homepage. 

 

Multi stream devices: Some Hikvision cameras has support for up to 10 streams. If stream 6 to 10 needs 

to be used it should be set up on the cameras webpage before the device is added to Milestone. 

Video will be lost if stream 6 to 10 is selected in Milestone and not set up on the cameras webpage.  
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Mobotix remarks: 

For the Mobotix Q24 / Q25/ Q26: With JPEG streaming and use of Audio, there is a tradeoff between 

network bandwidth and audio quality. In order to lower the bandwidth, the user should tune the FPS 

of  MxPEG codec settings in a way that audio quality does not get too bad. 

 

Stretch Remarks: 

To accommodate requests that the Stretch cards can run in a machine that has no Network card, the 

Stretch cards will from Device Pack 7.1 use a new scheme to retrieve a serial number. This means that 

when updating from a previous device pack, you need to run a Replace Hardware and get a new license 

for the Stretch cards to work. 

 

Upgrade from DP 6.7 or earlier remark: 

If you are upgrading from a device pack prior to Device Pack 6.7 and using XProtect  

Enterprise 8.x, XProtect Professional 8.x, XProtect Express, XProtect Essential 2.x or XProtect Go  

2.x versions, it is important that you do not uninstall the previous Device Pack first. 

Legacy Device Pack: 

Device drivers are now split into two device packs: the regular device pack with newer drivers and the 

legacy device pack with older drivers. 

The regular device pack is included in the Product release. The legacy device pack is a separate installer. 

More information about the drivers could be found on the Milestone website: 

https://www.milestonesys.com/community/business-partner-tools/device-packs/  

Legacy Device Pack Updates: 

Last released: Legacy Device Pack 1.2a 

Updates: Moved JVC driver (JVCVNnE4V2) from Regular Device Pack to Legacy Device Pack.   

Warning: You have to stop the Milestone Recording Server service in order to install the Legacy Device 

Pack 1.2a 

 

Software Manager: 

The 2018 R2 release of XProtect VMSs includes an updated version of the Software Manager. This version 

of the Software Manager removes the need for special deployment packages and allows using the 

standard installers for deployment. Distributing Device Packs to Recording Servers using Software 

Manager will be possible to do using the normal Device Pack installer from version 9.9a. 

https://www.milestonesys.com/community/business-partner-tools/device-packs/

